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Abstract— This paper considers a heterogeneous wireless network performance, such as lower data gathering delay
sensor network consisting of a large number of energy and longer network lifetime. Hardware components of

constrained wireless sensor nodes and a connected subynq heterogeneous WSNs are now available commer-
network of resource-rich supernodes used for relaying cially [3]

sensor data to the user. We address the range assignment )
problem in this heterogeneous sensor network - selecting \We model topology control as a range assignment
the transmission range for each sensor node such that a problem for which the communication range for each
multihop communication path exists between each sensor sensor node must be computed. The objective is to min-
node and a supernode. In order to balance power usage in ;o the maximum transmission power at all sensors,
the sensor network, the objective of this range assignment hil intaini Itih icati th f
problem is to minimize the maximum transmission power WHIl€ Maintaining a muitinop communication path from
consumed at each sensor nodes. all sensors to one supernode. In contrast with range
We propose several solutions: an Integer Programming assignment in ad hoc wireless networks, this problem
approach, a distributed greedy protocol, and a minimum s not concerned with connectivity between any two
spanning ftree protocol based on clustering. We validate ,qqes Qur problem is specifically tailored to WSNs
and evaluate the proposed solutions with simulations. . . . .
environment, in which data is forwarded from sensors
to supernodes.
|. INTRODUCTION This is the first paper to study the range assignment

Wireless sensor networks (WSNs) provide rapid, untetﬁ-mbl_em n a het.erogeneous WSN. The contr!bunons
of this paper are: (1) formulate the range assignment

ered access to information and computing, eliminatin

; . . . oblem for heterogeneous WSNs (2) propose several

the barriers of distance, time, and location for man . ; :
Igorithms for solving the HRA problem: an integer

applications in national security, civilian search an rogramming based algorithm, a greedy distributed pro-
rescue operations, surveillance, area/target monitpri 8co| and an MST cluster-t;ased approach, and (3)
nd many more. ’ . . ’
and many more analyze the performance through simulations.

In this paper we address topology control in het- . . .
'S paper w hology ! The rest of this paper is organized as follows. In sec-

erogeneous WSNs consisting of two types of wireless
9 i tng o yp % n Il we present related works on heterogeneous WSNs
devices: resource-constrained wireless sensor nodes de-

: and topology control problems. Section Il describes
ployed randomly in large humbers and a much smaller .
. e features of heterogeneous WSNs and introduces the
number of resource-rich supernodes, placed at kno

locations. The supernodes have two transceivers, oneS lﬁio%rs??;errgél\x\;e tchoenﬂln;: I?ot?lgr:rglolr; ;\e/ctivgtrr]vovl\]/re
connect to the sensor network, and another to connect Q . 9 P s

.doresent the simulation results, and section VI concludes
the supernode network. The supernode network provi e&r aper
better QoS and is used to quickly forward sensor dagy’ Paper.
packets to the user. With this setting, data gathering

in heterogeneous WSNs has two steps: first, sensor II. RELATED WORK

nodhes tranzmit and relaydmeasurFe_mentsl og multihcme benefits of using heterogeneous WSNs, containing
pat kS towards any supernode d(se_e. |fgure é dncg a ?@é@ices with different capabilities, have been presented
packet encounters a supernode, it is forwarded using ?éﬁently in literature. In [14], it is reported that properl

supgrnqde to su.p'ernode communication toward the u%%rployed, heterogeneity can triple the average delivery
application. Additionally, supernodes could process S€fhte and provide &-fold increase in the network lifetime.
sor data before forwarding. Intel’s study in [8] shows that T

using a heterogeneous architecture results in improv opology control in ad hoc wireless networks has been
9 9 P ggdressed previously in literature in various settings. In

This work is supported in part by NSF grants CNS 0422762 an_general’ the energy metric tQ be optimized_ (minimized)
CCF 0545488. is the total energy consumption or the maximum energy
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consumption per node. Sometimes topology control &>

combined with other objectives, such as to increase tﬁ'supmdi/
throughput or to meet some specific QoS requiremer
[9]. The strongly-connected topology problem with ¢
minimum total energy consumption was first defined ar l/"p/'é
proved to be NP-complete in [1], where an approxim:
tion algorithm with performance ratio of 2 for symmetric

links is given. In general, topology control protocols cari
be classified as: (1) centralized and global vs. distributed. 1. Heterogeneous Wireless Sensor Networks.
and localized; and (2) deterministic vs. probabilisticeTh
localized algorithm is a special distributed algorithm,
where the state of a particular node depends only on

states of local neighborhood. That is, such a algorithrrhsetntsor ner_s have Iowlcostd I;m|te<tj batte:y power,l
has no sequential propagation of states. short transmission range, low data rate (up to severa

Most protocols are deterministic. The work in [13]'UNdred Kbps) and a low duty cycle. The main tasks
is concerned with the problem of adjusting the nOd@erformed by a sensor node are sensing, data processing,

transmission power such that the resultant topology %‘d data trapsm|35|on/relay|ng. Superr_wdes_ have two
connected or biconnected, while minimizing the may/2di0 transceivers, one for comm_umc_atmg_wnh sensor
imum power usage per node. Two optimal, centralize'bOdes and the other for communicating V.V'th other su-
algorithms, CONNECT and BICONN-AUGMENT, havepernodes. Supernpdes are more expensive, have more
been proposed for static networks. They are greedy alg%QWer reserves, h'_ghef data rate, and better processing
rithms, similar to Kruskal’s minimum cost spanning tre@nd storage capabilities than sensor nodes. The main task

algorithm. For ad hoc wireless networks, two distributeaerformed by a SUPe”!Od? s to relay data from sensor
heuristics have been proposed, LINT and LILT. Howevep,Odes to the user application.
they do not guarantee network connectivity.
Among distributed and Iocahze:d protocols, Li et aIB_ HRA Problem Definition
[10] propose a cone-based algorithm for topology con-
trol. The goal is to minimize total energy consumptiohet us consider a heterogeneous WSN consisting/ of
while preserving connectivity. Each node will transmisensorssi, sa,...,sy and M supernodesy, go, ...,
with the minimum power needed to reach some node ins, with A/ < N. The supernodes are pre-deployed in
every cone with degree. They show that a cone degredhe sensing area, they are connected, and their main task
a = 57 /6 will suffice to achieve connectivity. is to relay data from sensor nodes to the user application.
Li, Hou and Sha [11] devise another distributed an@®n the other hand, sensor nodes are deployed randomly
localized algorithm (LMST) for topology control startingin the area of interest. We assume that when each sensor
from a minimum spanning tree. Each node builds iis using a maximum transmission range, there exists a
local MST independently based on location informatiopath from any sensor node to at least one supernode.
of its 1-hop neighbors and only keeps 1-hop nodes within In this paper we consider that sensor nodes can adjust
its local MST as neighbors in the final topology. Theheir communication ranges to one @' predefined
algorithm produces a connected topology with maximuwalues Ry, Rs, ..., Rp, and R,,,.. = Rp. Our goal
node degree of 6. An optional phase is provided whei® to establish the transmission range of each sensor
the topology is transformed to one with bi-directionasuch that: 1) there is a communication path from each
links. An extension is given in [12], where the giversensor to at least one supernode, and, 2) the maximum
network contains unidirectional links. power consumed per sensor node is minimized. The first
Our work differs from these approaches by consictondition is needed to guarantee that data from every
ering the issue of providing a topological infrastructureensor reaches at least one supernode. The second con-
specifically tailored for data gathering in heterogeneoution is needed to ensure an energy-efficient design and
WSNSss. In such applications, the sensor to sensor conneadanced energy consumption for sensor nodes. Once a
tivity is not relevant. Instead, it is necessary to providgacket with data from a sensor reaches a supernode, it
data collection paths between sensors and supernodagill be relayed to the user application using a separate,
more capable and less resource-constrained supernode-
only network.
A. Heterogeneous Network Architecture In contrast with topology control in ad hoc wireless
We consider a heterogeneous sensor network consistirggworks, is this paper we are not concerned with
of two types of wireless devices: resource-constrainedsuring the connectivity between any two nodes (or any
wireless sensor nodes and resource-rich "supernodesip sensors), but rather with providing a path from each
as illustrated in Figure 1. sensor to one supernode.

IIl. PROBLEM DEFINITION



A sensor can communicate with another sensor or wigupernodes. Each sensor node is a source that inserts one
a supernode if the Euclidean distance between nodesiist of flow in the network. The supernodes act as sinks,
less than or equal to the sensor's communication rangad all of them together receive thé units of flow.
We consider the path loss communication model whegg, en-
the transmission power of a sensgris p; = 2 for a
transmission range;.

The formal definition is given below:

e M supernodes,no,...,ny and N sensor nodes
NM41y-- s MM4N-

o ] « the neighborhood of each node (sensor node

Definition 1:Heterogeneous WSNs Range Assignment or supernode) is computed d¥n;) = {n; €

(HRA) Problem Vl|dist(ni,n;) < Rmaz}-

Given an heterogeneous WSN witli supernodes and

N energy-constrained sensors that can adjust their trans?

mission ranges to one of th® values R, Rs, ...,

Rp = Rpaz, determine the transmission rangge of

each sensor; such that (1) there exists a communication

path from every sensor to a supernode, and (2) thee dist(n;,n;) is the Euclidean distance between two

maximum power consumed over all sensor nodes is Nnodesn; andn;.

minimized, i.e.max{r?,r3, ... 73} = minimum. Integer Programming:

a sensor can adjust its transmission range to one
of the valuesR;,...,Rp = R4z, and the cor-
responding transmission powers arg...,pp =
Pmaz, Wherep; = R?,i=1,..., P.

Objective:

Minimize r*

In this section we propose three approaches for sol8ubject to the following constraints:
ing the HRA problem. First, we formulate the HRA 1)
problem as an Integer Programming using flows to

IV. SOLUTIONS FORHRA PROBLEM

emulate connectivity. The second solution is a distributed Z Jou — Z Juv =1
algorithm that uses a greedy approach, and the third e MAN B S R
solution is a cluster-based approach. D
2)
A. Integer Programming Algorithm Z Z foj =N (2)
In this section we first formulate the HRA problem as = e

an Integer Program (IP). Solving the IP is a centralized
approach and assumes locations for sensors and super® fuv < TwN andzy, < fu, for all w = M +

odes are known. L...,M+N,n, € I'(ny)

In order to model the connectivity requirement, 4) r* > r, > z,, - dist(n,,n,) for all u = M +
we model the heterogeneous WSN as a flow 1,...,M + N, andn, € I'(n,)
network G = (V,E). The vertex _setV = 5) Ty +2ou < 1, forallu,v = M+1,...,M+N,
{ni,na,...,nn, nar41, - - -, Nar4 N + CONtaiNs the nodes andn, € D'(ny)

in the heterogeneous WSN. The firdf nodes inV here:
are the supernodes and the lastnodes are the sensor'Er€:
nodes. Please note that when we refer in general to & z,, € {0,1} foruw = 1,...,M + N andn, €
node n;, this means that; can be either a supernode or I'(n,)

a sensor node. If we specify the indeas being between fowe€{0,1,2,.. . NYifu=M+1,... M+ N
1... M then, we refer to a supernode.ilf> M thenn; andn, € T(n,)

refers to a sensor node.

We define the neighborhood of a nodgasI'(n;) =  * ;u < ‘{J\Zzl’%""’Rm”} foru=M+1,M+
{n; € V|dist(ni,n;) < Rmaz}. Then we define the A
directed edge seE = {(ni,n;)|ni,n; € V andn; € ¢ 7" €{R1,Ra,..., Rmaa}

T'(n;)}. Boolean variables,,, indicate if there is a positive flow

Based on our assumption that when all sensors a@etween neighboring nodes andn,,. We haver,,,, = 1
using the maximum transmission rangk, .. there is if there is a positive flow, and.,, = 0 if flow f,, = 0.

a path from every sensor to at least one supernodeVdriablesf,. represent the directed flow from noadg
follows that this condition is satisfied in the graphas to noden,. The flow function is defined only between
well. neighboring nodes. Variableg, u = M+1,..., M+N,

In order to model the connectivity of each sensor to @present sensor node transmission rangésis the
supernode, we use the flow concept, where flow entareximum range selected over all the sensors in the
the network through sensor nodes and is collected at thetwork. The total number of variables in our IP is



upper-bounded bR(M + N)A + N + 1, whereA is amessage is received from a closer node, case in which a
the maximum node degree in the gra@gh smaller communication range is needed. If the minimum
Remarks on constraints: range needed to reach the node from whichHiedo or

1) shows that sensor nodes are flow sources, and cﬁ{gadca_stRAmessage was_recelvedﬂvll?then :]he waiting
unit of flow is inserted in each sensor node. ~ UMe T Is computed as/; = r; x , where W is

RnLaw .
2) shows that supernodes act as sinks: in tbtainits the maximum waiting time. By using this formula, the
of flows will be received by all supernodes.

sensor nodes with a larger will have to wait longer,
3) computes the boolean variables, based on the increasing the probability that BroadcastRAmessage
flow values.

from a closer node is received.

4) computes the transmission range selected by eactPNCe the waiting time expires, a sensor nadeets
sensor node., foru — M +1.....M + N. The It transmission range to the minimum value needed to
set of positivg out-flow value:;c(L ~ 1) gives the €ach the closest neighbor from whichBsoadcastRA
set of neighbors:, that have to be covered usingor a Hello message was received. Thenbroadcasts a
the transmission range,. We also compute™, messageBroadcastRA{;) announcing its 1-hop neigh-

which is the maximum value between all sensok?ors that it has set-up its final power levBloadcastRA
nodes transmission ranges messages are always sent using the maximum power

5) prevents formation of flow loops between an;lﬁvelpmam' h q de for th
The solution of the IP problem returns the : gon &

transmission range assigned to each sensor noé\égonthm Greedy HRA(s:)

Fatets .. raen. The complexity of running this al- 1. [* assume that &8roadcastRAor Hello message is
gorithm is dominated by the IP solver. In section v  '€ceéived from a node located at distantce/

we present results for this IP problem computed with? find minimum valuer € {Ri, Ry, ..., Rmax} such
CPLEX [4]. thatr > d

3 Tiemp < T W
. 4: start a timert « riemp X 75—
B. Greedy Algorithm 5 while ¢ > 0 do

In this section we propose a distributed greedy als. if BroadcastRAr Hello message is received from
gorithm that is run by each sensor node in order to a node at distancd andd’ < 7.m, then

decide its transmission range. We assume that if each find minimum valuer’ € {R1, Ra, ..., Rmax}
sensor sets its transmission rangeQ..., the resulting such that’ > d'

sensor network topology would be connected, that isg. /* update the waiting time and the range*/
there would be a path from each sensor to a supernods. tet — (Tremp — ') X R’W/

Our goal is to minimize the node communication rangeo. Tiemp — 1’ e

while preserving connectivity to supernodes. We notg;-  end if
with p1, pa, . . ., Pmaz the power consumed by a sensor taz: end while

transmit with communication rangeés;, Ry, ..., Rmaz-  13: sensors; sets up its transmission rangemg,,,,
In a global view, the algorithm grows trees rooted aia: sendBroadcastRA{;) message with power,, ..
supernodes. A sensor node gets attached to the tree thgf noeded we could also store a next-hop address

requires setting a minimum communication range. The,inting to the upstream node in the data gathering tree
algorithm starts with each supermnode sendinglello a4 in the nearest supernode. Figure 2 illustrates the
message with transmission pOWB.... Each Sensor yaa gathering network that results from running the
node begins the range selection protocol as soon gs,,e protocol in a random sensor network witt0

it receives aHello message from a supernode or @uns0r nodes and as3 3 supernode grid.

BroadcastRAmessage from_one of its neighbors. The complexity of this algorithm i©(PA), where
A BroadcastRAmessage is sent by a sensor node thal j5 the maximum node degree, that is the maximum

has decided its final communication range. This messagénper of nodes (sensor nodes or supernodes) located
announces the 1-hop neighbors about the selected ranga.; distanceR of a Sensor.

We assume that a sensor is able to estimate the distance
to a neighbor based on the RSSI of packets received ) )
from that neighbor. C. Clustering based Algorithm
Once a sensor receives Hello or a BroadcastRA  The distributed algorithm proposed in this section
message, it is able to reach a supernode (possibly ustms two steps: (1) cluster formation, and (2) range
multihop communication) by setting its communicatiomssignment.
range to the minimum value needed to reach that nodelLet us describe first theluster formationstep. Each
At this time, the sensor starts waiting, in eventuality thatupernode serves as cluster head, and it broadcasts
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Fig. 3. Maximum communication range depending on supernode

Fig. 2. Data gathering network for a random sensor network wi €OUNt:
120 sensor nodes and a3 3 supernode grid (diamonds).

we will obtain a strongly connected topology for each
cluster.

As an alternative, we could also use Gallager's dis-
ributed algorithm [5] for constructing a MST within
ach cluster. The algorithm [5] uses Kruskal's method [2]

build a MST and terminates i5in log, n time units,
wheren is the number of participating nodes and a time

a CLUSTERINIT (ID, hops) message containing the
supernode id and the number of hops which is initiall
zero. Each sensor node maintains information about the
closest supernode and forwards only messages fr?
which it learns about a closer supernode:

1: min_hops« oo; clusterid «— NIL; unit is the message transmission time. Then each node
2: if CLUSTERINIT(ID, hops)message receivatlen  sets its transmission range to the minimum range needed
3. if hops< min_hopsthen to reach its parent in the MST rooted at the cluster-head.
4 clusterid < ID

5: min_hops— hops V. SIMULATION RESULTS

6: nexthop < sensor from which this message

In this section we present performance results for the
algorithms introduced abovéP-HRA from section V-
A, Greedy-HRAfrom section I1V-B, andCluster-LMST

was received
7 rebroadcast the messag@d USTERINIT(ID,

hops+1 )
8: end i? ) from section IV-C.
9: end if We evaluated these algorithms with a custom packet-

level simulator implemented in C++. Fi?-HRAwe use
After a specific waiting time has passed, each sens@e CPLEX [4] optimization library. The simulator as-
node joins the clusteriuster_id. Since we haveM  gymes reliable communication between neighbor nodes.
supernodes, we will formd/ clusters, with cluster-heads\y,e will address a non-ideal communication channel
beinggi, g2, ... g in our future work. Our measurements focused on the

In the range assignmenstep, the ranges are estabmaximum communication range and on the network
lished such that there exists a path between any senfetime measured until the moment when the first mote
s; and the cluster head of the cluster it belongs to.  depletes its initial energy reserve (1000 mAh).

Within each cluster, we proposed to use the local mini- The sensor network consists of Mica2 motes placed at
mum spanning tree (LMST) algorithm [11] for setting ugandom locations in 200 x 200 m area. The communi-
the communication ranges of each sensor nodes. LM$ation range can be varied between 10 m and 100 m in
[11] is a localized algorithm, scalable, with good per2.5m increments. Supernodes are deployed in a regular
formances, and also provides strong connectivity withim x ¢ grid, as in Figure 2.
each cluster. Using this algorithm, each node sets-up itsThe mote energy model is similar to the model used
transmission range locally, using location informatiofor LEACH [6] and accounts for both transmissions
of its neighbors located within communication rangand receptions. The energy spent for transmissions is
Rimaz- Each node uses this neighborhood to build &7, (k,d) = Eeieck + €ampkd?, where k is the packet
local MST, using Prim’s algorithm. Then a node setdength (bits), e,mp IS @ transmit amplifier parameter
up its transmission range to the minimum value neededid d is the distance. The receiver energy for a packet
to reach all one-hop neighbors in the local MST. It iss Er, = FEeleck. Felee = 50nJ/bit is the energy
proved in [11] that the resulting topology is stronghdissipated per bit by the radio electronics for Rx/Tx.
connected, that means a path exists between any twd-igure 3 shows the maximum transmission range
nodes. By applying the LMST algorithm in each clusteqdetermined by the three algorithms in a network with



(1) in WSNs with random sensor locations, the network

300 r lifetime can achieve almost linear improvement with an
o - increasing supernode population deployed in a uniform
’;Zzzs // N grid, and (2) the distribute@reedy-HRAprotocol has
= 200 =g s good performance and produces maximum communica-
£ o > = =" Lurmme | tion ranges that come close to the optimal for supernode
:_g b e ~ i T ereees?| populations with uniform supernode densities.
. i
N i/: T VI. CONCLUSIONS
254 ,,, D S S S In this paper we addressed the heterogeneous WSNs
O 3 3 4 6 5 9 101215 16182024 25 28 30 32 35 36 40 range assignment problem (HRA), used to adjust sen-
Number of supernodes sors’ communication range in order to assure a commu-
nication path between every sensor and a supernode. Our
Fig. 4. Network lifetime depending on supernode count. main objective is to minimize the maximum transmission

power over all sensors. We proposed several algorithms
for computing sensor range assignments. An Integer

50 sensors. The number of supernodes changes fronli’rfgrammmg solution provides optimal ranges, albeit

to 15 arranged in grids fromhx 1 to 5 x 3. As expected, s _|mpract|cal in large scale WSN deployment. The
| .. distributed greedy protocol provides a scalable solution
IP-HRA produces the lowest maximum communicatio

range, showing a slight decrease with the supernoF?er range assignment that shows good scalability and

count.Greedy-HRAstarts higher but shows a significan inear improvement _in netyvork lifetime with supernode
decrease for the x 2 supernode grid, followed by apopulanon. In our simulations we compared these two

gradual drop that parallel®-HRAS slow decrease. The approaches with a cluster based minimum spanning tree

MST-based protocol is more effective for a small numbearppmaCh' .
For future work we plan to improve the greedy pro-

of supernodes (1 - 3). The wide variation @luster- ) )

. S . tocol for range assignment to deal with a lossy channel
LMSTs maximum communication range is due to th%md to work with additional data gathering patterns, for
way the cluster and the MST are formed, sensitive to the 9 gp ’

: . h periodic and event- hering.
local changes in supernode density. The hop-based ngl periodic and event-based data gathering
approach permits sensors to select remote supernodes REFERENCES
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